
Privacy Policy - Memaura 
Last updated: 29.9.2025 

Interpretation 
The words of which the initial letter is capitalized have meanings defined under the following 
conditions. The following definitions shall have the same meaning regardless of whether they 
appear in singular or in plural. 

Definitions 
For the purposes of this Privacy Policy: 

• Affiliate means an entity that controls, is controlled by or is under common control with a 
party, where "control" means ownership of 50% or more of the shares, equity interest or other 
securities entitled to vote for election of directors or other managing authority. 

• Application refers to Memaura, the software program provided by the Company. 

• Company (referred to as either "the Company", "We", "Us" or "Our" in this Agreement) 
refers to 011 Software LLC, 30N Gould Street, Sheridan 82801. 

• Country refers to: Wyoming, United States 

• Device means any device that can access the Service such as a computer, a cellphone or a 
digital tablet. 

• Personal Data is any information that relates to an identified or identifiable individual. 

• Service refers to the Application. 

• Service Provider means any natural or legal person who processes the data on behalf of the 
Company. It refers to third-party companies or individuals employed by the Company to 
facilitate the Service, to provide the Service on behalf of the Company, to perform services 
related to the Service or to assist the Company in analyzing how the Service is used. 

• Usage Data refers to data collected automatically, either generated by the use of the Service 
or from the Service infrastructure itself (for example, the duration of a page visit). 

• You means the individual accessing or using the Service, or the company, or other legal 
entity on behalf of which such individual is accessing or using the Service, as applicable. 

Collecting and Using Your Data 

Types of Data Collected 



Personal Data 

We do not collect traditional personal information such as names, email addresses, or contact 
details. However, to provide our premium features and verify purchases, we collect limited 
anonymous data as described below. 

Purchase Verification Data 

When you make an in-app purchase, we collect and store: • Anonymous purchase tokens 
generated by RevenueCat (our payment processor) • Purchase verification status • 
Timestamps of purchase verification requests 

This data is used solely to verify your purchase status and provide access to premium 
features. These tokens cannot be used to identify you personally and are not associated with 
your individual API requests or usage patterns. 

Usage Data 

We may collect limited usage data automatically when you use our Service, including: • 
Feature usage statistics (aggregated and anonymous) • Technical information about crashes or 
errors • General usage patterns to improve our Service 

Third-Party Services 

RevenueCat Payment Processing 

Our Service uses RevenueCat as a third-party payment processor for in-app purchases. 
RevenueCat handles all payment processing and generates anonymous tokens that we use to 
verify purchase status. 

RevenueCat may collect and process purchase-related information according to their privacy 
policy. We recommend reviewing RevenueCat's privacy policy at: 
https://www.revenuecat.com/privacy 

We receive only anonymous verification tokens from RevenueCat and do not have access to 
your payment information, personal details, or any data that could identify you. 

Data Storage and Security 
We store anonymous purchase tokens in our secure database solely for the purpose of 
verifying premium feature access. We implement appropriate security measures to protect 
this data from unauthorized access, alteration, or disclosure. 

Data Retention 
We retain anonymous purchase tokens for as long as necessary to provide premium features 
and verify purchases. If you wish to have your purchase tokens removed from our system, 
please contact us using the information provided below. 



Links to Other Websites 
Our Service may contain links to other websites that are not operated by Us. If You click on a 
third party link, You will be directed to that third party's site. We strongly advise You to 
review the Privacy Policy of every site You visit. 

We have no control over and assume no responsibility for the content, privacy policies or 
practices of any third party sites or services. 

Your Privacy Rights 
Since we only collect anonymous data that cannot identify you personally, traditional data 
access and deletion rights may not apply. However, if you have concerns about any data we 
may have collected, please contact us and we will address your concerns promptly. 

Children's Privacy 
Our Service is not intended for children under the age of 13. We do not knowingly collect 
any data from children under 13. If you are a parent or guardian and believe your child has 
provided us with data, please contact us immediately. 

Changes to this Privacy Policy 
We may update Our Privacy Policy from time to time. We will notify You of any changes by 
posting the new Privacy Policy on this page and updating the "Last updated" date at the top 
of this Privacy Policy. 

For significant changes that affect how we collect or use data, we will provide additional 
notice through the Service or via email if contact information is available. 

You are advised to review this Privacy Policy periodically for any changes. Changes to this 
Privacy Policy are effective when they are posted on this page. 

Contact Us 
If you have any questions about this Privacy Policy, You can contact us: 

• By email: stefan@011.software 
• Contact support form: 011.software/contact 

 

This Privacy Policy is effective as of the date stated above and applies to all users of the 
Memaura application. 
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